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# 摘要

由于安全设计薄弱，智能家居物联网设备已日益成为网络犯罪分子的首选目标。 为了识别这些易受攻击的设备，现有方法依赖于对真实设备或其固件映像的分析。 不幸的是，由于固件映像的不可用以及获取用于安全性分析的真实设备的高昂成本，这些方法很难在高度分散的物联网市场中扩展。

在本文中，我们提出了一个平台，该平台可加速易受攻击的设备发现和分析，而无需存在实际的设备固件。我们的方法基于两个主要观察结果：首先，IoT设备倾向于重用和自定义其他组件（例如，软件，硬件，协议和服务） ），因此在一台设备中发现的漏洞通常在其他设备中存在。其次，可以从设备的移动配套应用程序间接推断出重用组件。因此，通过对移动伴侣应用的交叉分析，我们可以估算设备之间的相似度。我们的平台使用一套程序分析技术，分析市场上智能家居IoT设备的移动配套应用程序，并自动发现潜在的易受攻击的应用程序，从而使我们能够进行涉及4,700多种设备的大规模分析。我们的研究揭示了智能家居IoT设备之间易受攻击组件的共享（例如，共享易受攻击的协议，后端服务，设备更名），并导致发现了来自73个不同供应商的324个设备，这些设备可能会受到一组安全性的攻击问题。